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• The Data Steward will classify and approve the access based upon the appropriateness of the 
User’s role and the intended use. Where necessary, approval from the Data Executive/Data Owner 
may be required prior to authorisation of access  

• Data Creators or Business Subject Matter Experts (SME’s) under Management and Operations 
category (refer fig 2.0)  are Business or Information Technology specialists who will be responsible 
for providing ongoing supp ort to UNSW O perational systems or data 

 

 
Figure 3.0 – Data Governance Roles and Responsibilities – Ownership and Responsibility 

• Data Creators under Ownership and Responsibility category (refer fig 3.0) are People who are 
responsible for the Creation and Ownership of research data and primary materials. Original 
research data and primary materials generated in the conduct of research at the University is 
owned and retained by the University, subject to any contractual, statutory, ethical, or funding body 
requirements. Researchers are permitted to retain a copy of the research data and primary 
materials for future use, subject to any contractual, statutory, ethical or funding body requirements. 

B. Quality and Integrity:  

• Data Creators and Data Users must ensure appropriate procedures are followed to uphold the 
quality and integrity of the data they access 

• Data records must be kept up-to -date throughout every stage of the business workflow (University 
operations) and in an auditable and traceable manner. Data should only be collected for legitimate 
uses and to add value to the University. Extraction, manipulation and reporting of data must be 
done only to perform University business 

• Where appropriate, before any data (other than publically available data) is used or shared outside 
the University, verification with the Data Steward is required to ensure the quality, integrity and 
security of data will not be compromised 

• Data shall be retained and disposed of in an appropriate manner in accordance with the 
University’s Records Keeping and associated procedures under NSW State Records Act 1988 

C. Classification and Security:  

• Personnel should refer to the Data Classification Standard and the Data Handling Guideline for 
further information. 

• Appropriate data security measures (see Data Classification Standard document) must be adhered 
to at all times to assure the safety, quality and integrity of University data 
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APPENDIX 1 - DATA MANAGEMENT LIFE CYCLE  

Data Management Life Cycle refers to the process for planning, creating, managing, storing, implementing, 
protecting, improving and disposing of all institutional data of UNSW. 

 
 

 

Figure 4.0 – Data Management Lifecycle 

  



 

Data Governance Policy   Page 6 of 9  
Version: 1.0 Effective 1 March 2016 to 31 December 2016 

 

Revision History   

Version  Approved by  Approval date  Effective date  Sections modified  

1.0 President & Vice-Chancellor 11 March 2016 1 March 2016 New Policy 

Supporting Information  

Supporting Documents  
Data Classification Standard 

Data Handling Guideline 

Related Documents  Nil 

Superseded Documents  This is a new Policy 

File Number  2016/09756 

UNSW Statute and / or Regulation  

Any variation to Policy or Procedure must 
remain consistent with the parent statute or 
regulation 

Nil UNSW Delegations of Authority 

https://www.gs.unsw.edu.au/registerofdelegations/index.html  

Relevant State / Federal Legislation  Nil 

Accountabilities  

Responsible Officer  Director, Business Reporting & Intelligence, & Data Governance 

Contact Officer  Deputy Director, Business Reporting & Intelligence, & Data 
Governance 

Further Information 

Key words for search engine Data Governance, Data 

https://www.gs.unsw.edu.au/registerofdelegations/index.html
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data  used for University 
administration activities and  
not  for external distribution  
unless otherwise authorised. 

• Internal  protected  
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Data Owner or Custodian   

Has operational responsibilities in 
assisting Data Stewards with day-
to -day data administration 
activities; including, but is not 
limited to: develop, maintain, 
distribute, and secure institutional 
data. Data Owners are expected 
to have high-level knowledge and 
expertise in the content of data 
within their responsible area. This 
role is also the organizational 
Data Custodian.  

Data User   
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Security   

refers to the safety of University 
data  in  relation to  the following 
criteria: 

• Access control; 

• Authentication; 

• Effective incident detection, 


